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	Aggressive Network Self-Defense, 9781931836203 (1931836205), Syngress Publishing, 2005
I'm Mad As Hell, and I'm Not Gonna Take it Anymore!
	 Analyze the technical, legal, and financial ramifications of revolutionary and controversial network strike-back and active defense techniques.
	Follow the travails of eight system administrators who take cyber law into their own hands.
	See chillingly realistic examples of everything from a PDA to the MD5 hash being used as weapons in cyber dog fights.


There is a certain satisfaction for me in seeing this book published. When I presented my "strike-back" concept to the security community years ago, I was surprised by the ensuing criticism from my peers. I thought they would support our right to defend ourselves, and that the real challenge would be educating the general public. It was the other way around, however. This is why I'm happy to see Aggressive Network Self-Defense published. It shows that people are beginning to consider the reality of today's internet. Many issues are not black and white, right or wrong, legal or illegal. Some of the strike-back approaches in this book I support. Others, I outright disagree with. But that's good--it gives us the chance to truly think about each situation--and thinking is the most important part of the security business. Now is the time to analyze the technologies and consider the stories presented in this book before fiction becomes reality.--Timothy M. Mullen, CIO and Chief Software Architect for AnchorIS.Com
	When the Worm Turns...  Analyze the technical and legal implications of "neutralizing" machines that propagate malicious worms across the Internet.
	Are You the Hunter or the Hunted?  Discover for yourself how easy it is to cross the line from defender to aggressor, and understand the potential consequences.
	Reverse Engineer Working Trojans, Viruses, and Keyloggers Perform forensic analysis of malicious code attacking a Pocket PC to track down, identify, and strike back against the attacker.
	To Catch a Thief... Track stolen software as it propagates through peer-to-peer networks and learn to bypass MD5 checksum verification to allow multiple generations of attackers to be traced.
	Learn the Definition of "Hostile Corporate Takeover" in Cyberspace  Find out who will own the fictional Primulus Corporation as attacker and defender wage war.
	Understand the Active Defense Algorithm Model (ADAM) Analyze the primary considerations of implementing an active defense strategy in your organization: ethical, legal, unintended consequences, and risk validation.
	See What Can Happen when the Virtual World Meets the Real World Use keyloggers, Bluetooth device exploitation, and Windows forensics to discover if your cubicle mate has been stealing more than post-it notes.
	Where the Wild Things Are... Follow along as a real-life "in-the-wild" format string bug is morphed into strike-back code that launches a listening shell on the attacker's own machine.
	Implement Passive Strike-Back Technologies Learn the strategy and implement the tools for responding to footprinting, network reconnaissance, vulnerability scanning, and exploit code.
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Rehab Notes: A Clinical Examination Pocket Guide (Davis Notes)F. A. Davis Company, 2006

	This innovative, easy-to-access, pocket guide of essential assessment and treatment information is the ideal patient-side tool for students and rehabilitation clinicians. It s chocked full of critical information that you are unlikely to memorize, but always need close at hand when treating patients.
...

		

Camptothecins in Cancer Therapy (Cancer Drug Discovery and Development)Humana Press, 2005

	A critical review our current understanding of camptothecins, their shortcomings, and of the possibilities for improving their clinical performance. The authors discuss new camptothecin analog development, drug delivery issues for optimizing their anticancer activity, and their potential use in a variety of different cancers. Additional...


		

Digital Signal Processing Using MATLABCengage Learning, 2011

	From the beginning of the 1980s we have witnessed a revolution in

	computer technology and an explosion in user-friendly applications. This

	revolution is still continuing today with low-cost personal computer

	systems that rival the performance of expensive workstations. This technological

	prowess should be brought to bear on the...




	

Newnes Electrical Power Engineer's Handbook, Second EditionNewnes, 2005
The second edition of this popular engineering reference book, previously titles Newnes Electrical Engineer's Handbook, provides a basic understanding of the underlying theory and operation of the major classes of electrical equipment.

With coverage including the key principles of electrical engineering and the design and operation of...

		

Experiments in Undergraduate Mathematics: A Mathematica-Based ApproachWorld Scientific Publishing, 1996
All students need to master a variety of mathematical tools and concepts at the start of their university career. This distinctive book helps students learn these by doing. The approach is interactive, using experiments, performed in the symbolic algebra package Mathematica, to impart the fundamentals of many of the topics students encounter. A...

		

Machine Learning: Discriminative and Generative (The Springer International Series in Engineering and Computer Science)Springer, 2003

	Machine Learning: Discriminative and Generative covers the main contemporary themes and tools in machine learning ranging from Bayesian probabilistic models to discriminative support-vector machines. However, unlike previous books that only discuss these rather different approaches in isolation, it bridges the two...
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